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PROTECTION SERVICE FOR BUSINESS
Protection Service for Business is the best, most comprehensive 
endpoint protection package on the market, designed from the 
ground up to solve your challenging business security needs. 

It protects all your endpoints, from Windows and Mac to mobile 
devices, against threats like ransomware, data breaches and 
0-day attacks, without requiring significant maintenance or  
management overhead.

Protection Service for Business is the only unified multi-endpoint 
security solution that comes with integrated Patch Management, 
Mobile Device Management, and a Password Manager. 

We are proven to provide superior and more consistent protection 
than our competitors, as verified by independent security experts. 
Thanks to our pioneering security technologies, such as real-time 
threat intelligence and advanced machine learning algorithms, we 
are always one step ahead of the attackers.



For a free trial go to WWW.F-SECURE.COM/PSB

63% of data breaches result from weak or stolen passwords.* F-Secure 
Protection Service for Business helps you lower the risk of data breaches that 
could lead to a heavy fine under the new General Data Protection Regulation.  
 
* SOURCE: VERIZON 2016 DATA BREACH INVESTIGATIONS REPORT.

Supported Platforms*: 
Windows 7 and later
Mac OS X version 10.7 and later

AES-256 Encryption

The password data is encrypted using AES-256, 

the recommended standard for modern data 

encryption.

Password Recovery

Users can recover their master password via 

pre-generated QR code. F-Secure cannot 

access or recover the data, to maximize the 

security and confidentiality of the data.

Ease of use

Convenient and easy password hygiene 

encourages high adoption rates and better 

security. No need for end-users to remember 

“yet another password”.

Password Manager

Store and manage all passwords, log-in 

credentials, emails, etc. securely in one place.

Password Generator 

Creates strong, unique passwords with one 

click, ensuring stronger protection against 

non-malware-based breach attempts using 

weak or reused passwords.

Local Storage

All passwords are encrypted and stored locally 

on the device. F-Secure cannot access the data.

Synchronization

Supports synchronization and use of 

password manager across different Windows 

and Mac devices. 
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